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The SOX Compliance framework is an act that was passed by the US congress in 2002 to establish guidelines that work to protect shareholders and the public from fraudulent practices and accounting errors from enterprises, to increase the accuracy of corporate disclosures. Named the Sarbanes-Oxley Act, the bill was written by Senator Paul Sarbanes and Representative Michael Oxley after several high-profile corporate scandals (Swartz, 2006). The law also gives criminal penalties for those who fail to comply with the set rules and regulations. All public traded companies and accounting firms are required to comply. As for private businesses, charities, and non-profits, they are not really required to comply with the bill; however, if the private company wants to go public, it must comply with the rules. 
The bill provides an outlay, which reduces the risk of executives to claim that they are unaware of compromised information since the CFO's and CEO's must accept the responsibility of proper documentation, and submission of financial reports. The database managers should ensure that all the database access requests are logged, which should give an audit trail that can be extracted easily. The audit trail should say who accessed the information, as well as say when, how, and where the data was acquired. Because of the automatic scheduling of the SOX workflows, auditing tasks and dissemination of required data to the relevant authorities saves the organization time, therefore helping the organization to increase the efficiency of the audit process (Magnusson, & Chou, 2010). 
In the case there are anomalies, the IT team should ensure they respond immediately to the automatic alerts, thus enabling one to handle these situations as fast as possible, and in a responsible manner. When companies follow the SOX rules and regulations, they utilize and store their financial records properly, effectively making the company more productive. This also gives the company a plan of how their finances will move in accounts, because their efforts are more predictable, increasing their access to capital markets since they have better ways of financial reporting (McNally, 2013).
[bookmark: _GoBack]Complying with the SOX Act also protects companies and organizations from costly cyberattacks, which may lead to data breaches that are very hard and expensive to manage since one's brand may have already been damaged. By following the Act, one will have a cohesive team that communicates well, making sure the organization's audits are in safe hands, thus increasing overall productivity. As its goal stands, "to protect investors by improving the accuracy and reliability of corporate disclosures," the act gives the IT teams' responsibility to," create, and maintain an organized archive of financial and corporate accounting records." 
If a company develops good practices and relies on the appropriate tools to help automate SOX compliance, it will notice reduced costs when auditing and securing their data. This also helps when one needs to address compliance challenges because as soon as the problem pops up, classifying and tagging the data will help to analyze and identify where the problem lies (Agrawal, Johnson, Kiernan, Leymann, 2006). Therefore, it is beneficial in the future where similar problems occur. To help answer questions such as, "Who or what changed the data?", "When was the data changed?" companies should follow the SOX Compliance to ensure their content is safely stored and easily accessible when required.
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